
 

 

TAMIU is participating in the National Cyber Security Awareness Month program run by the 
National Cybersecurity Alliance (NCSA) to create awareness about cybersecurity. Each week 
in October, we will provide information and tips on protecting yourself at work and home. 
Our goal is to help you make the most of today’s technology safely and securely. 
 
Continuing this week’s theme of Don’t Get Phished. 
We are sharing the Don’t Get Hooked Poster. This poster explains what phishing and spear 
phishing is and then shows an example email with numerous phishing indicators pointed out. 
 

DON’T GET HOOKED 
 

 
 
Another good poster can be found here.  

https://www.sans.org/security-resources/posters/hooked/85/download
https://cdn2.hubspot.net/hubfs/241394/Knowbe4-May2015-PDF/SocialEngineeringRedFlags.pdf
https://www.sans.org/security-resources/posters/hooked/85/download


 
 

 
The University provides external links for their potential educational value. However, the 
university is not responsible for the contents of linked sites or any external links contained on 
those sites.  The inclusion of any email link does not imply endorsement of its content, and the 
university assumes no legal liability relevant to its usage. Please contact the linked site with any 
concerns or needed accommodations for disability requirements.  
 

https://www.stopthinkconnect.org/

